
Opmantek Products and Apache Log4J Vulnerability - 
Log4Shell CVE-2021-44228
Opmantek does not release software written in Java or use Log4J, nor do the projects we depend on directly utilize Java or Log4J.

Opmantek is not aware of any impacts of this vulnerability on our products.  The Opmantek Virtual Machine does not include Java or Log4J, however, it is 
possible that someone has installed Java onto the virtual machine after it was installed in your environment.  You should check all your Linux and Windows 
computers to see if they include Log4J.

More details about this:

CVE-2021-44228 NVD details
Explanation of Log4Shell on the Log4Shell Wikipedia Page
Opmantek Support Portal

https://nvd.nist.gov/vuln/detail/CVE-2021-44228
https://en.wikipedia.org/wiki/Log4Shell
https://opmantek.com/support
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